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Abstract—Recently, the IEEE 802.15.6 Task Group introduced a new wireless communication standard that provides a suitable
framework specifically to support the requirements of wireless body area networks (WBANSs). The standardization dictates the physical
(PHY) layer and medium access control (MAC) layer protocols for WBAN-based communications. Unlike the pre-existing wireless
communication standards, IEEE 802.15.6 standardization supports short-range, extremely low power wireless communication with
high quality of service and support for high data rates upto 10 Mbps in the vicinity of living tissues. In this work, we construct a
discrete-time Markov chain (DTMC) that efficiently depicts the states of an IEEE 802.15.6 CSMA/CA-based WBAN. Following this, we
put forward a thorough analysis of the standard in terms of reliability, throughput, average delay, and power consumption. The work
concerns non-ideal channel characteristics and a saturated network traffic regime. The major shortcoming of the existing literature on
Markov chain-based analysis of IEEE 802.15.6 is that the authors did not take into consideration the time spent by a node awaiting the
acknowledgement frame after transmission of a packet, until time-out occurs. Also, most of the work assume that ideal channel
characteristics persist for the network which is hardly the case in practice. This work remains distinctive as we take into account the
waiting time of a node after it transmits a packet while constructing the DTMC. Based on the DTMC, we perform a user priority
(UP)-wise analysis, and justify the importance of the standard from a medical perspective.

Index Terms—IEEE 802.15.6, WBAN, discrete-time Markov model, user priorities, performance evaluation

1 INTRODUCTION

IN the era of technology, the rise of embedded systems is
redefining our standard of living, everyday. Wireless sen-
sor networks (WSNs) have already found its wide-spread
utilization in various application fields [1], [2], [3]. Health-
care has always been and still remains an area which lacks
technological advancements. However, in recent times,
healthcare systems have undergone a steep series of
advancements. The use of WBANSs in post-operative health
monitoring and rehabilitation [4] has proven to be a great
success in this reference. The traditional models for tele-
monitoring, ambulatory care, tele-medicines systems, and
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distant and ubiquitous healthcare services [5], [6], [7], [8],
[9] are re-defined in a different dimension with the intro-
duction of WBAN:Ss. It can also be used to provide medical
services in rural and remote areas, offering improved and
cost-effective treatments, and, thereby, improving the qual-
ity of life. WBAN-based healthcare systems is considered to
be highly efficient in constant and real-time monitoring of
various physiological parameters of a patient, such as blood
oxygen saturation level, glucose, pH, heart rate, and respira-
tion rate. The system is also realized to be highly effective
for the prevention and treatment of chronic diseases, such
as asthma, diabetes, and cardiac diseases. Thus, the use of
WBANS in modern healthcare systems has set about a new
era in e-healthcare, making way to look beyond the tradi-
tional medical care systems.

A WBAN is a logical set comprising of multiple hetero-
geneous wireless body sensor nodes and a common hub
[10], [11]. The sensor nodes in a WBAN are responsible for
measuring certain physiological attributes of a person,
constantly over time. The data sensed by these nodes are
then broadcast over the wireless medium by the sensors to
a common local hub, also known as local data processing
unit (LDPU) [12]. The hub or LDPU, in turn, sends data
via an access point (AP) to remote hospitals or medical
care centers for their real-time analysis. In its initial stages,
WBAN-communications primarily followed the IEEE
802.15.4 standardization [13]. The standard was originally
designed to support wireless personal area networks
(WPANS) operating on low data rates. The purpose of it
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was to provide an efficient low-power and low-complex-
ity, short-range radio frequency-based wireless communi-
cation standard with a support for node-mobility [14].
However, it was soon realized that the performance of the
body sensor nodes operating on this IEEE 802.15.4 proto-
col is not satisfactory as the protocol does not support the
improvement of quality of service (QoS) and increase of
data rate. The recent standardization by the IEEE 802.15.6
Task Group provides a new set of PHY layer and MAC
layer specifications [11], particularly for wireless commu-
nications involving WBANSs. IEEE 802.15.6 is a standard
for short range wireless communication in the vicinity of,
or inside the human body, and it presents support for
QoS, extremely low power, and high data rates up to 10
Mbps. It is complaint with the non-interference guidelines,
and takes into account the mobility of the sensor nodes
and radiation pattern shaping to minimize the specific
absorption rate (SAR) into the human body. Apart from
healthcare applications, the IEEE 802.15.6 standard sup-
ports different non-medical applications (e.g. video
streaming, file transfer, and gaming) [15] as well. There-
fore, it is very important to provide a complete and thor-
ough analytical model for the IEEE 802.15.6 standard, in
order to evaluate its network performance, and also to
find possible improvements on the standard.

1.1 Motivation

Applications of WBANSs span through diverse fields which
includes distant and ubiquitous health monitoring, hospital
and ambulatory healthcare, medical support in mass emer-
gency situations, and nano-scale pervasive precision health
monitoring and treatment actuation. Having mentioned the
criticality and importance associated with its application
domains, we highlight the importance of efficient modeling
of the new communication standard. The DTMC-based
modeling of the IEEE 802.15.6 CSMA /CA protocol assists in
evaluation and comparison of the performance of the proto-
col against its previous counterparts. Additionally, it serves
as a platform for future researches which would be con-
ducted for the betterment of the protocol either through
MAC sublayer modification or new algorithms to be run in
the upper networking layers.

In the present literature, there are very few works [16],
[17], [18], [19], [20], [21] that provide a generalized analytic
model for the performance evaluation of the IEEE 802.15.6
standard. Inspired by Bianchi’s works [22], [23] for IEEE
802.11 based networks, in this paper, we construct a DTMC
that depicts the different states of an active body sensor
node operating on the IEEE 802.15.6 protocol. In similar
research works, which provide DTMC-based analysis of the
IEEE 802.15.6 protocol, as in [16], [17], [18], [19], it is
assumed that a node remains in the same state after the
transmission of a packet, while waiting for the acknowl-
edgement frame until the timer runs out. However, in prac-
tice, immediately after the transmission of a frame, the
nodes start a counter, and increase its value after every
time-slot. Therefore, it is important that the Markov model
representing the different states of a node takes into consid-
eration these states in order to accurately analyze the perfor-
mance of the standard. A similar approach is adopted in
[24] where we performed a theoretical analysis of the IEEE
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802.15.6 CSMA/CA protocol for ideal channel conditions.
This work, although, adheres the same underlying architec-
ture and analytic model, remains distinctive, as it deals
with the non-ideal channel properties. Based on the analy-
sis, we derive the expressions for the different performance
parameters under non-ideal channel properties, and com-
pare those against the results obtained in [24].

Moreover, it is mention-worthy that none of the existing
research works in this regard [20], [21] have considered all
the necessary performance parameters, viz. reliability,
throughput, average delay, and power consumption,
together, to provide a rigorous performance analysis of the
standard. Also, in the context of performance evaluation of
IEEE 802.15.6, no work have considered reliability of the
WBAN into account. Needless to mention, reliability is one
of the crucial performance metrics for WBANS, as successful
and timely delivery of health-data packets is highly impor-
tant for ubiquitous and remote health monitoring. In this
paper, based on the DTMC constructed, we formulate the
expression for reliability, and, subsequently, model the
expressions for throughput, average delay, and power con-
sumption to provide a thorough analysis of the protocol.

1.2 Contribution
The main contributions of this article are summarized
below.

e The analytical model is developed using a four
dimensional Markov chain using user priority (UP),
backoff stage, backoff counter, and re-transmission
counter. We have also considered the collision detec-
tion process by uniquely modeling the acknowledge-
ment receiving mechanism, and thus, calculated the
probability of collision.

e We have evaluated all the necessary parameters for
performance evaluation of the IEEE 802.15.6 stan-
dard, such as reliability, throughput, average delay,
and power consumption. A thorough analysis of the
standard based on the constructed DTMC provides a
holistic analysis of the standard from a networking
perspective.

e In this work, we also provide UP-based analysis of
the standard, and examine the importance of the
eight different user priorities which are introduced
in the standard. Additionally, from a medical per-
spective, we critically comment on the impact of the
user priority designated for medical applications,
ie., UP(7).

e For performance evaluation we take account of non-
ideal channel conditions by introducing BER, multi-
path fading, shadowing standard deviation, and
error probability due to the modulation schemes,
making our simulation results more comprehensive
and close to practical performances.

1.3 Paper Organization

The rest of the paper is organized as follows. In Section 2 the
existing works from related literature in this area are dis-
cussed. A brief overview of the IEEE 802.15.6 standard is
provided in Section 3. In Section 4, we discuss the communi-
cation architecture of an IEEE 802.15.6 WBAN. The system
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model depicting the different states of the IEEE 802.15.6
CSMA /CA access mechanism for the beacon enabled mode
(Access mode 0) is described in Section 5. Also, in this
Section, we obtain the expressions for reliability, through-
put, and delay limits for a wireless body sensor node. We
obtain the expressions for the different performance metrics
in Section 6, and analyze the performance of the IEEE
802.15.6 standard based on the aforementioned attributes in
Section 7. Finally, Section 8 concludes the analysis and dis-
cusses the future scope of work.

2 RELATED WORK

In this paper, we construct a DTMC specifically to model
the working of the IEEE 802.15.6 CSMA /CA access mecha-
nism under saturation traffic and non-ideal channel condi-
tions. There are several similar analytic studies, which are
used to depict the working of different IEEE communication
standards. Below, we classify the existing research works
which are related to this paper into three major subheads.
2.1 DTMC-Based Analysis of Previous MAC
Standards

The DTMC-based analyses of the different IEEE standards
are mostly inspired by Bianchi’s proposed model, which
was introduced to analyze the IEEE 802.11 [25] distributed
coordination function (DCF) [22], [23]. In [22] a DTMC-
based analysis of the IEEE 802.11 standard under the satu-
rated traffic regime is provided. The work was extended in
[23], in which a thorough analysis of the DCF mechanism
was given. In [26] the authors have provided an efficient
algorithm for decreasing the backoff counter is proposed
for the IEEE 802.11 standard which takes into consideration
the anomalous slots.

Prior to the standardization of the IEEE 802.15.6 commu-
nication protocol, IEEE 802.15.4 was used in for wireless
body sensor-based communications. There exists multiple
DTMC-based analytical models for the performance evalua-
tion of IEEE 802.15.4 protocol. Park et al. [27], and Marco
et al. [28] modeled the states which a node may transit
through after the transmission of a packet. The authors
have introduced two different queues to model the waiting
states of the transmitting node—one indicating the success-
ful transmission of the packet, and the other representing
the collision of the transmission of a packet. However, these
works are done in context of the IEEE 802.15.4 standard,
which is specified for low-rate wireless personal area net-
works (LR-WPANs).

2.2 DTMC-Based Analysis of IEEE 802.15.6

Although there exists few similar DTMC-based analytical
works in the context of the IEEE 802.15.6 standard (e.g.:
[16], [17], [18], [19]), none of these works provides a thor-
ough performance analysis of the standard. Rashwand and
Misic [16] and Rashwand et al. [17] provided a Markov
chain-based analysis of the communication standard under
non-saturation and saturation traffic conditions, respec-
tively. In [18], some of the expected problems of the stan-
dard under saturation condition are discussed. The effects
of the eight different access phases of the IEEE 802.15.6 is
discussed in [19]. However, in these works, the authors
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have not taken into account the time spent by the sensor
node waiting for an acknowledgement after it transmits a
packet. It is assumed that the node retains its state for the
entire duration until it receives an I-ACK frame from the
LDPU, or the timer runs out indicating that the packet sent
is dropped. On the contrary, in reality, a node starts off a
counter immediately after it has transmitted the last bit of
the data packet. The value of this counter is then increased
linearly until the acknowledgement is received from the
sender, or the maximum value for the counter (mTimeout)
is reached.

However, from the modeling perspective, it is unclear
that immediately after the transmission of a packet, how
a node decides a priori, which of the two available queues
it should enter. For a transmitting node, after the comple-
tion of the transmission of a packet, it simply waits for
the I-ACK frame until timeout for the event to occur. Dur-
ing this wait, the node may not predict whether collision
will take place or not. Arrival of the I-ACK frame remains
a probabilistic event, depending on the channel condi-
tions and the network traffic congestion. Therefore, it is
impossible for a sensor node to select a waiting queue
immediately after the transmission of a packet without
having a priori knowledge about whether or not collision
will take place for the transmitted packet. In this work,
we design a DTMC that efficiently depicts all the states of
the transmitting node. We introduce only a single queue
which indicates the states of a node after the transmission
of a packet. A node enters this queue following the suc-
cessful transmission of a packet, and waits for the I-ACK
frame to arrive until the timer runs out. We model the
event of arrival of the I-ACK frame within mTimeQut as
a probabilistic one, and define the state transition proba-
bility accordingly.

2.3 Non-Markovian Analysis of IEEE 802.15.6

Ullah et al. [20], [21] provided non-Markovian analyses of
the IEEE 802.15.6 standard in terms of throughput and
delay limits. In these works, the authors derived the optimal
network provisioning and packet lengths for different appli-
cations. However, the analyses were limited to ideal chan-
nel characteristics with packet transmission errors, and no
user priority specific analysis were made in this reference.
Tachtatzis et al. [29] performed energy analysis of the IEEE
802.15.6 scheduled access modes in the context of medical
applications. The optimal superframe structure and the
sleep duration of the nodes in terms of the number of super-
frames are calculated in these works in order to maximize
the network lifetime. The analyses were performed on the
draft version of the IEEE 802.15.6 standard, and these works
do not put forward a complete performance evaluation of
the standard.

In this work, we construct a DTMC to model the IEEE
802.15.6 CSMA/CA access mechanism for non-ideal chan-
nel conditions, and immediate acknowledge (I-ACK) policy.
It may be noted at this juncture that the working of the IEEE
802.15.6 communication [11] protocol is significantly dis-
tinct from the previously known wireless communication
standards [13], [25]. We consider saturated network traffic
regime, and model the different states of a transmitting
node along the time-axis, accordingly. Further, we use the
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TABLE 1
Parameters and Traffic Designation for Different User Priorities

UP CWnin CWnazx Traffic designation

0 16 64 Background (BK)

1 16 32 Best effort (BE)

2 8 32 Excellent effort (EE)

3 8 16 Controlled load (CL)

4 4 16 Video (VI)

5 4 8 Voice (VO)

6 2 8 High priority medical data or
Network control

7 1 4 Emergency or Medical implant

event report

DTMC-based analysis to mathematically deduce the expres-
sions for reliability, throughput, average delay, and power
consumption of a WBAN node operating under the IEEE
802.15.6 series of protocols. Also, we provide thorough UP-
based analyses of the standard, and compare and conclude
over the importance the eight user priorities introduced in
the standard.

3 OVERVIEW OF IEEE 802.15.6

The IEEE 802.15.6 standard [11] is designed specifically to
support communication in WBANSs. It provides a set of
guidelines for ultra-low power, short-range (within
10 m), and high data rates (up to 10 Mbps) wireless com-
munication in the vicinity of, or within the human body.
It also proposes strict non-interference guidelines with
support for improved QoS and reliability. The standard
takes into consideration the effects on the micro-antennas
within the sensor nodes due to the presence of living
beings with varied height, weight, and gender, the motion
of the users, and shaping of the radiation pattern to mini-
mize the specific absorption rate. In this Section, a brief
outline of the PHY and the MAC layers for the IEEE
802.15.6 standard is provided.

A major modification that was introduced in the stan-
dard is the introduction of eight different user-priorities
based on the traffic designation. The values of the mini-
mum and maximum sizes of the contention window
changes along with the traffic designation are depicted
in Table 1.

3.1 PHY Layer Specifications
The 802.15.6 standard supports three PHY, Narrowband
(NB), Ultra Wideband (UWB) and Human Body Communi-
cations (HBC) [11], [30]. The main features of the different
PHY layers are mentioned below.

3.1.1  Narrowband PHY

The NB PHY is an optional physical layer, which is respon-
sible for the following tasks:

e Activation and deactivation of the radio transceiver.

e (lear channel assessment (CCA).

e Data transmission and reception [11].

The PHY layer supports different frequency bands—402-
405, 420-450, 863-870, 902-928, 950-958, 2,360 to 2,400, and
2,400-2,483.5 MHz [31].
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3.1.2 Ultra Wideband PHY

The Ultra Wideband PHY is used to provide a data interface
to the MAC layer under the control of Physical Layer Con-
vergence Protocol (PLCP). Its main functions are:

Activation and deactivation of the radio transceiver.

The PLCP constructs the PHY layer protocol data

unit (PPDU) by concatenating the synchronization

header (SHR), physical layer header (PHR) and

physical layer service data unit (PSDU), respectively.
e It may provide CCA indication to the MAC [11].

3.1.3 Human Body Communications PHY

Human Body Communication PHY supports two modes of
operation—default mode and high quality of service mode,
depending on the application. HBC PHY operates in two
frequency bands centred 16 and 27 MHz with the band-
width of 4 MHz. The main operation of HBC is to provide
electrostatic field communication (EFC) specification for the
whole WBAN.

According to the standard, a maximum of 64 nodes may
be connected to a hub or LDPU simultaneously. Also, it is
mentioned that a WBAN operating according to the IEEE
802.15.6 communication guidelines, can operate in one of
the three access modes as explained in Section 3.2.

3.2 MAC Layer Specifications
3.2.1 Beacon Enabled Access Mode 0

In this mode the nodes are synchronized by periodic trans-
mission of the beacon (superframe) from the hub. Every
superframe includes Exclusive Access Phase 1 (EAP1), Ran-
dom Access Phase 1 (RAP1), Type I/II phase, Exclusive
Access Phase 2 (EAP2), Random Access Phase 2 (RAP2),
another Type I/Il phase, Managed Access Phase (MAP),
and Contention Access Phase (CAP). The EAP1 and EAP2
are used in highest user priority, and the RAP1, RAP2 and
CAP are used for other traffic conditions.

3.2.2 Non-Beacon Access Mode 0

In this access mode, the whole superframe duration is allo-
cated by either Type I/1I phases, but not by both.

3.2.3 Non-Beacon Access Mode 1

Access Mode 1 is the non-beacon mode without superframe.
In this mode, the hub grants unscheduled Type II polled
allocation, which allows the sensor to transmit only a lim-
ited number of frames.

Another crucial modification that is introduced in the
IEEE 802.15.6 standard is in regards the updation of the
value of the backoff counter for a node. For a node oper-
ating in UP(i), the value of the backoff counter is initial-
ized to a randomly chosen integer over [1, W], where W}
denotes the minimum value of the backoff counter for a
node operating in UP(i). Following this, for every odd
number of retry, the value of the contention window is
left unaltered. On the contrary, for every even number of
retries, the value is doubled. This procedure is continued
until the value of the contention window reaches or
exceeds its maximum value for that user priority. In such
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cases, the contention window value is set to W),

nax’ as per
Table 1. Mathematically,

W, when k = 0,
Wi L, when lis odd, 1 < k < m,
min{2W;1, Wi 1. whenliseven,2 <k <m,

@

where, [ corresponds to the number of re-transmissions that
a data-packet has underwent.

The IEEE 802.15.6 standard also uses the backoff freezing
mechanism during data transmission(see Fig. 1). A node
freezes or locks its backoff counter, if any one of the follow-
ing events occurs:

Wi =

e The backoff counter is reset upon decrementing to
Zero.

e The channel is sensed busy due to the transmission
of a frame by any other sensor node of the network.
In such a case, the channel remains busy at least until
the end of the current frame transmission.

e The current time is outside any RAP or CAP for
UP(i) where i € (0,6), or is outside any EAP, RAP,
or CAP for UP(7).

e Although the current time is the beginning of a
CSMA slot and within the EAP, RAP, or CAP, the
time remaining between the end of the present slot
and the end of the EAP, RAP, or CAP is insufficient
for the completion of frame transmission.

A frozen or locked backoff counter, however, is unlocked

by the node, if both the following conditions are satisfied
concurrently.

e The channel is sensed idle by the node for pSIFS
duration during the RAP or CAP for UP(i), where
1 € (0,6), or during the EAP, RAP, or CAP for UP(7).

e The remaining time between the current time plus a
CSMA slot and the end of the EAP, RAP, or CAP is
long enough to transmit the next frame in its
entirety.

The beacon superframe structure is divided into sub-
groups of different access phases. This phases are named
as EAP1, EAP2, RAP1, RAP2, MAP, and CAP. Each bea-
con period is composed of s (s < 256) number of alloca-
tion slots of equal length. The length of different access
phases are defined by the MAC header of the current
beacon frame. Data frame transmission takes place only
during the contended allocations in EAP1, EAP2, RAP1,
RAP2, and CAP.

EAP. EAP is a time period in the beacon-enabled
superframe structure used by sensor of highest priority
for the purpose of data transfer. For highest priority sen-
sors, EAP1 and RAP1 are combined to form EAP1, and
EAP2 and RAP2 are combined to form EAP2 for continu-
ous data transmission and better channel utilization,
which, in turn, improves the throughput of the system
too. If EAP1 has a nonzero length, it starts immediately
after the preceding beacon. The length of EAP1 and EAP2
are defined using the EAP indicator field and connection
assignment frame, respectively.

RAP. RAP is an allocation period which is used for data
transmission. However, in contrary to EAP, in RAP only
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I-ACK
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timeout?
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and wait ]

Fig. 1. IEEE 802.15.6 CSMA/CA.

nodes transmitting data packets of regular priority are
allowed to transmit. Sensor nodes, which transmit data of
highest priority (operating in UP(7)) are forbidden to trans-
mit during this access phase. There exists few similarities
between EAP and RAP, such as both can have zero length,
which is determined by the MAC header. Moreover, EAP
and RAP are present in the current beacon period, if beacon
shifting is not enabled in the present beacon period. The
RAP1 start field is mentioned only when the EAP1 has a
nonzero length, as indicated by the EAP indicator field in
the MAC header. If EAP1 is absent, then RAP1 starts imme-
diately after the preceding beacon. Similar process takes
place for defining the RAP2 start, which depends on the
length of EAP2.

CAP. CAP is the phase used for uplink frame transition,
similar to EAP and RAP. For nonzero length of CAP, a
B2 frame is transmitted and CAP starts immediately after
the end of the B2 frame. The length of CAP is defined as the
allocation slots between the endings of B2 frame and the
present beacon period.

MAP. MAP differs from the previously mentioned access
phases. Only during MAP, a hub can arrange scheduled
uplink, downlink or bilink allocation intervals, provide
unscheduled bilink intervals and improvise type-I, immedi-
ate polled allocation intervals and posted allocation inter-
vals starting from this MAP. During a MAP, a sensor,
however, may be in inactive state.
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0.0.0.0

UP(0)

UP(1) oo o

UP(7)

Fig. 2. DTMC considering all UPs of IEEE 802.15.6 CSMA/CA.

4 COMMUNICATION ARCHITECTURE

In this section, we describe the generalized communica-
tion architecture and the heterogeneous network topology
for WBANs. The communication architecture for WBANs
may be divided into three sub-parts—intra-BAN commu-
nications, inter-BAN communications, and beyond-BAN
communications [10]. However, intra-BAN communica-
tion aspects involving the wireless hub (or LDPU) and
the connected wireless body sensor nodes are the major
areas of focus of the IEEE 802.15.6 standard. A WBAN
may consist of only one hub, and up to mMaxBANSize
(mMaxBANSize is often set to 64) number of sensor
nodes connected to it. The sensor nodes are connected to
the hub, over the wireless medium, in a star network
topology. The standard supports both one-hop and two-
hop communications for the WBANS.

In this paper, we consider single-hop wireless commu-
nication with the body sensor nodes connected with the
hub to form a star network topology. The number of
nodes connected to the hub in the one-hop star WBAN is
n (n < mMaxBANSize). Although the mechanisms for
coexistence and interference mitigation between adjacent
or overlapping WBANSs are provided in the standard, it
does not provide any mechanism to establish coordina-
tion between different adjusting WBANs for the medium
access at the MAC sub-layer. Our work provides a thor-
ough performance analysis for such a WBAN working
under the IEEE 802.15.6 CSMA /CA protocol.

5 SySTEM MODEL

In this Section, we design a DTMC that accurately
depicts the different states involved in the CSMA/CA
access mechanism for beacon enabled (Access Mode 0)
IEEE 802.15.6 with finite retry limits. We assume a single
hop, star topology for the network which consists of n;
number of body sensor nodes connected to a single sink
for UP(i). Clearly, Y, n; =n < mMazBANSize. The sys-
tem is modeled for saturated traffic regime with non-ideal
channel conditions, and for the immediate acknowledge-
ment policy. Also, it is assumed that the collision proba-
bility of a packet transmitted by a station is invariant of
the number of re-transmissions [22], [23] already suf-
fered by it. We adopt the same analytic model as pre-
sented in [24] to obtain the equations for the
normalization condition. Following this, we develop the
expressions for the different performance metrics for
non-ideal channel conditions in Section 6, and compare
the results against that for the ideal channel properties
in Section 7.
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Fig. 3. DTMC for UP(¢) in IEEE 802.15.6 CSMA/CA.

5.1 Markov Chain

The DTMC is constructed as a four-tuple u(t),s(t),
b(t),r(t). The stochastic processes u(t), s(t), b(t), and r(t)
represent the user priority to which a node belongs, the
backoff stage, the backoff counter, and the re-transmission
counter at time ¢, respectively. In Fig. 2, we draw a Markov
model that considers all the eight user priorities (UP(0) to
UP(7)) supported by the IEEE 802.15.6 CSMA/CA access
mechanism. The UPs are represented as blocks in this
figure, and the states and the corresponding transitions
are kept abstracted.

The internal structure of one of these blocks (UP(i)) is
shown in detail in Fig. 3. The analysis based on this Markov
chain is divided into two parts. First, we obtain the expres-
sions for all the states in the Markov chain in terms of the
initial state, i.e., (0,0,0,0) using chain regularities, and,
finally, we compute the value of by using the normaliza-
tion condition. In the second part, we compute the expres-
sions for reliability, throughput, average delay, and power
consumption, and analyze the performance of the standard.

For any transmitting node, whenever it has a packet to
send, it selects UP(i) with probability \;, as shown in Fig. 2.
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Clearly, ZZ:O A; = 1. The node, then, chooses a random
value over the interval [1, W/] against its backoff counter.
Wé denotes the value of CW,,;, for a node operating in
UP(i) (see Table 1). Initially, the values for the backoff stage
and the re-transmission counter are set to zero. The queue
of states, from (i, j, W]‘, [) to (7,7,1,1) denotes the phenome-
non of backoff counter decrement for the jth backoff stage.
Locking and unlocking of backoff counters are determined
by simultaneous condition satisfactions, as mentioned in
Section 3. A node transmits a packet immediately after its
backoff counter reaches zero, i.e., after it reaches the
(i,7,0,1) state.

After transmitting a packet, the value for the backoff
stage of the node is set to —1, and a counter is started by the
node. At this point, the re-transmission counter (which is
the fourth tuple) acts as representative of the backoff stage.
As depicted in Fig. 3, the queue of states, from (i, —1,1,1) to
(t,—1, L. — 1,1), through (i, —1, L, — 1,1) represents the wait
duration of a node for the /th (re)transmission. The value of
this counter is incremented by unity after every timeslot,
until the timer for the I-ACK reception (L.) runs out. L,
denotes the minimum time required for the I-ACK frame to
be received. After this time interval, if the packet delivery is
successful, and the corresponding I-ACK frame is received,
the node reaches the (i, —1, Ly, [) state. Otherwise, it contin-
ues to increase the re-transmission counter until it reaches
(L. — 1). At this stage, if the awaited I-ACK frame is still not
received, the node moves on to the next backoff stage, and
the value of its re-transmission counter is incremented by
unity. The value of the backoff counter is updated as per
Equation (1), depending on the number of retries the packet
underwent. This procedure continues until the re-transmis-
sion limit is reached, and the time-out for I-ACK reception
occurs. At this point, the node drops the packet, and returns
to its initial state, (0,0, 0, 0). The one-step, non-null probabil-
ities for the DTMC, as shown in Fig. 3, are:

P{(i,—2,-1,-1)|(0,0,0,0)} = \;, for i€ (0,7), (2
P{(i,0,k,0)[(i,—2,—1,—-1)} = —, for ke (0,W;), (3)
W
P{(Z,],k,l)‘(l,],k+1,l)}:O[, )
for j € (0,m),k € (0,W] —1),1=j,
P{(i,j,k,l)|(i,j,k,l)}:].—O(, (5)
for j € (0,m), k € (l,VV;’),l =17
P{(Zv _17 17l)|(27j7071)} = 17 fOI'j S (Ovm)al = ja (6)
P{(ia717k+17Z)|(i771ak’7l)}:L )
forke (1,L, —1),l € (0,m),
P{(ia717k+17l)|(ia717k71)}::Ba (8)
for k € (Lq, L. — 2),1 € (0,m),
P{(lv *1,L5,l)|(i, 717]4;7 l)} =1- 57 (9)

for k € (Ly, L. —1),1 € (0,m),
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PLG, ok DI =1, Lo — 1,1 — 1)} :vﬁ;’ w
for j € (1,m), ke (1,W)),l =34,
P{(i, =1, Le,m)|(i, =1, L —1,m)} = B, (11)
P{(0,0,0,0)|(i,—1, Ly, 1)} = 1,1 € (0,m), (12)
P{(0,0,0,0)|(i, =1, L.,m)} = 1. (13)

Equation (2) denotes the probability with which a node
chooses to operate in UP(i) after it has a data packet with
ith user priority ready to be transmitted. The backoff
counter is randomly set to a value ranging from [1,CW],
and is expressed in Equation (3). Equation (4) denotes the
probability of idle channel and there is enough time in the
present access period for data packet transmission. Simi-
larly, Equation (5) represents the probability that the chan-
nel is busy or there is not enough time for data
transmission. Equations (6) and (7) define that the data
packet transmission is started and the data transmission is
going on, respectively. The probability that the I-ACK frame
is not received after completion of data packet transmission
is denoted by Equation (8), and the value of counter
increases. The probability of I-ACK reception, and, hence,
concluding successful data transmission is denoted by
Equation (9). The probability of unsuccessful data transmis-
sion and random selection of the value of the backoff
counter is given in Equation (10). From the final state, to
determine the unsuccessful data delivery, and again to set
the backoff counter randomly, Equation (11) is used.
Equations (12) and (13) represent the transition of a node to
the initial state after successful and unsuccessful transmis-
sion of a data packet, respectively.

Our objective is to find the stationary probability for each
state, and, thus, to compute the expressions for reliability
and throughput of a node. Let the stationary distribution of
the Markov chain be, b;;; = lim;_.o P{u(t) =1i,s(t) = j,
b(t) = k,r(t)=1},i € (0,7),5€ (—2,m), k € (—1,maz(W}, Ly,
L.)),l € (—=1,m). We now obtain the closed-form solution
for this DTMC using chain regularities.

From Equations (4), (5), and (10), we get:

bijki = m;Tk;;_‘_lﬁ(L“L“ﬂ X bi0,0,0, (14)
where j € (0,m),k € (LVV;),Z =7
Equation (9) through (10), and (14) yield:
bijos = BL ) X bigoo,  where j€ (0,m),l=j, (15)
bioko = W x bigo0, where ke (17 Wé) (16)
Also, we get:

b[,jﬂ,la S (07m)7k S (17Lll - 1)7] = l7
ﬂkiLabi,ji),]a j S (07 m)7 k S (L(l7 LC - 1)7] = l
an

bi 111 = {
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From Equations (10) and (17), we have:

by 11,13 = e tam Lol s b, 00, (18)
where [ € (0,m).

Finally, from Equation (12), we get:

b@—l,Ls,l = (1 — ﬂLC?La) X bm‘)o}l, where [ € (O,m),j =1. (19)

By imposing the normalization condition, we get:

Le—1 m

B SIS 33 SN

i=0 j=0 k=0 (20)

m

th —1,Ls Z+sz —1,Le,m

7
+
=0

7
+> o114 oo,

i=0

(21)

We now derive each of the terms in Equation (20) sepa-
rately

7 m j 7 m j 7 m
Z bi j k.l Z Z bijkt + Z bijo1
=0 =0 k=0 =0 =1 k=1 =0 j=1 22)
7 W
+Z L0k0+zb2000

=0 k=1

We compute the first part of Equation (22) as given by
Equation (22), where
v = Wol)\l +W02A2 —|——|—WO7A7,

W’

7 m
Z Z b1 gkl
i=0 j=1 k=
ﬂlz»*Lu 1_/3"1,([4(:*[441) 1
o 175[/('7['& + 172132(14/:—1«1)

if m is even

(1 — (2p2FeLdym/2) (1 4 QﬂLﬁL“)‘I’} X bo,0,0,0
2pLe—La

ﬂLr*La 1_/37”(1117*1@)
20 [( 1-ple=La ) + 1-2p2(Le—La)
(2 - (QIBQ(LrLa))(m—l)/?)(l + 252(Lr*La>)\I}i| X 00,00
otherwise.
(23)

The remaining terms of Equation (22) are computed as
follows:

T 1-— ﬂm(La*Lu)
Z bijol = pleta — -, X b0,0,0,0, (24)
i=0 j=1 1- 13 '
VT/'L
Z Z bio ko = —— X booop, (25)

i=0 k=
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(26)

7 7
E bin00 = E Aib0,0.00 = 00,0,0,0.
=0 =0

By substituting the values obtained from Equations (22),
(24), (25), and (26) in (22), we get the expression for

m wi
D im0 2o bij
7 Le—1 m
5SS = (1 st
i=0 k=1 [=0 (27)
(La - 1) 1
b
[1 T~ Tz 5| * boooo,
7 m
Z L —1,Lg,l = [1 — ﬂ(’”H’l)(L(:*La)} X b(],()?(),[h (28)
i=0 [=0
7
Z bi~1,Lem = ,B(mH)( ~La) b0,0.0,05 (29)
i=0
7
Z bi,—?.—l,—l = b()‘()y[],(). (30)
=0

Equations (22), (27), (28), and (29) yield the values of the
states as a function of byggo. Substituting the values
obtained from these equations in Equation (20), we get the
value of bg,0,0

pre—ta 1 11
|:< + Lq )(l_lgLan) +IT;3+ ;Ol

\yfgl(‘*ffa
a(1—-2p%(Le—La))

ple—ta 1 1, 14w
{( +La )(l_lgLrLJ trpt o

2\1/;‘32 (Le—La)
Dt(l 2/32 (Le—La) )

&

-1
+ + 3} , if m is even,

bo 000 = (31)

+

-1
+3] , otherwise.

5.2 Non-ldeal Channel Characteristics
Under non-ideal channel conditions, wireless communica-
tion is affected by several factors, which result in the degra-
dation of signal quality, and bit-level errors. Two such
factors which cause such disputes in a wireless communica-
tion network are multipath fading and channel interference.
Multipath fading is the process in which transmitted sig-
nal reaches the destination through various propagation
paths. Hence, fluctuations in amplitude and phase of the
transmitted signal take place. In the presence of strong line
of sight (LOS) propagation, we may ignore the fading effect,
but in WBANSs, multipath fading must be taken into consid-
eration, as modelling the antenna supporting LOS propaga-
tion is a challenging issue in WBANs. Depending on the
spatial parameters and mobility of the transmitter and
receiver, multipath fading can be classified into two catego-
ries—small-scale fading and large-scale fading. For
WBAN:S, the latter one is experienced mainly, as the dis-
tance between transmitter and receiver is small. Generally
there is no shadowing effect by large obstructions too.
Therefore, we can ignore the large-scale fading effect. To
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model this kind of non-LOS propagation channels, espe-
cially for WBANSs, Lognormal distribution or Rician distri-
bution is followed. For modeling the error prone channel,
we also need to consider co-channel interference caused by
the crosstalk of two different transmitter, a matter of con-
cern in WBANS, as there are number of on-body sensor in
any WBANSs. Average bit error rate (BER) or symbol error
rate (SER) must be taken into account too, for performance
evaluation. From the BER or SER in physical layer parame-
ters and modulation processes, we evaluate the resulting
packet error rate (PER).

According to the IEEE 802.15.6 standard, for the
2,360-2,400 and 2,400-2,483.5 MHz bands, the supported
modulation schemes are DBPSK and DQPSK, respectively.
For modeling error channel for this standard, the fading
channel must be in the form of multiplicative distortion
with additive white Gaussian noise (AWGN) channel. The
capacity of AWGN and fading channels is calculated from
its available transmit power and bandwidth. If the instanta-
neous signal-to-noise ratio (SNR) of the channel is denoted
by y, then transmit power can also be expressed as A(y),
hence the average transmit power can be equated as,

/0 A(y)V(y)dy <A, (32)
where A and V(y) denotes average SNR and a function
depending upon the distribution (Rician or Lognormal) fol-
lowed by the propagation channel. For calculating BER or
PER, we first need to obtain the conditional error probability
(CEP), P.(y). The average BER (P.) is calculated as:

P. = / P.(y)V(y)dy. (33)

0

For DBPSK and DQPSK, P.(y) is expressed as respectively,

P.(¥)pprs = ae™", (34)
wherea = 0.5and b = 1.
1 _a?4h?
P(¥) porsi = Qa7 by/y) = 5 lo(aby)e™ 27, (35)

where a = \/2 —V2,b= \/2 ++/2 and Q() is the Marcum
Q-function and I, is a infinite series function, which can be
expressed as,

I (@) = G ) ﬁim

where, v is a integer obtained from the basic equation of
Bessel function,

(36)

dPw d
22 +w

el 37)

+ (2% —v)w = 0.
Now replacing P.(y) in Equations (34) and (35), we obtain
the average BER for DBPSK and DQPSK.

Again, for computation of blocking probability under the
non-ideal channel conditions, we assume that the total num-
ber of available channels and total number of sensor nodes
present in the system to be C' and n, respectively. We con-
sider the scenario, where N(N <n < mMaxrBANSize)
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sensor nodes attempt to access a single channel (any one of
the C available channels). Among these N sensor nodes, if «
number sensors were already accessing the channel with
N — k new attempts, the average channel access attempt
rate (A) is:
A= (N—-«x)A. (38)
Therefore, the corresponding blocking probability Py is
expressed as:

X A )V

CN(m
Lo XCi()
where T}, is the frame processing time at the receiver (hub)-
end. However, as the number of available channels in IEEE
802.15.6 quite high (varies between 10 and 79 for different
frequency bands) compared to the number of sensor nodes
present in the system (<64, typically between 5 and 15), the
value of A is observed to be very low, which, in turn, yields
a negligible magnitude of B;.

Py = ) (39)

5.3 Failure Probability
Failure probability, in the context of packet transmission, is
defined as the probability with which a packet gets dropped
during its transportation, i.e., it fails to reach the intended
recipient successfully. In this case, we consider the collision
probability and the inherent packet drop probability due to
non-ideal channel properties into account as the principle
reasons behind packet drops. Mathematically, failure proba-
bility (Py) is expressed as:
Pr=1-(P.NP,), (40)

where P! denotes the collision probability for a data packet
transmitted by a node of UP(i), and P, is the corresponding
packet error probability.

Packet error probability PER is calculated from the BER
using the following equation,
(1 - F C)N7

Py =1~ (41)

where N is the bit length of the packet.

We now compute the collision probability (P!) of a
packet transmitted by a node that is operating in UP(z). It
might be reiterated that P’ is independent of the number of
re-transmissions the packet has already undergone. For
this, we first compute t;, the transmission probability for a
node operating in UP(¢), given that the channel is idle at the
time of the transmission. Clearly,

m
T = E bi o1
1=0

B 1— ﬁ(m*l)(Lc*La)

where j =1
(42)

X 0; .
1 _ ﬁLc—Lu, bl,0,0,0

Therefore, P! is mathematically expressed as:

7 7
Pi=1—|[Ja-m)"+@—z)"" J] Q=) @43
J=0

J=0,j7i
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TABLE 2

Notations and Descriptions
Parameters Values
Maximum CSMA Backoffs 8
Payload size 0-255 Bytes
Symbol rate 600 ksps
Unit Slot length 75 us
Short interframe spacing (pSIFS) 75 us
Extra interframe spacing (pExtralFS) 10 us
Acknowledgement wait duration 30 us
Header size 32/symbol rate
Eiae 267 pW
Ep. 414 uW
E,.. 393 uW

where, n; is the number of nodes operating under UP(i),
and are connected to the hub or LDPU. Clearly, for a system
with a total of 7 number of nodes, 3°1_,n; = n.

Note that following a failed transmission of a data
packet, a node should wait a time duration between pSIFS
and pSIFS + pExtral FS before the commencement of the
retransmission of that frame [11]. Therefore, the recovery
time for a node is expressed as: (2 x pSIFS+ pExtralFS)/2.
However, for the hub, after the reception of a data frame, it
has to wait for a duration between pMIFS and pMIFS +
pExtralFS duration before transmitting the I-ACK, where
pMIFES demotes the minimum interframe spacing time.

6 PERFORMANCE METRICS

In this section, we obtain the expressions for the principal
performance metrics, viz. reliability, throughput, delay, and
power consumption.

6.1 Reliability

We define reliability (R) of a node as the probability of suc-
cessful delivery of a transmitted packet. In other words, it is
the complementary probability with which a transmitted
packet is dropped due to finite retry limits. The frame pay-
load for each packet is considered to be equal. In may be
noted that, unlike most wireless communication protocols
(as in [13]), in IEEE 802.15.6, a packet is not dropped due to
channel access failure. Therefore, R is symbolically repre-
sented as:

m

7
R=1-P=1- ZZ@:,A,LM

=0 1=0
=R =1— Il x by,

(44)

where, P, is the probability that a packet is dropped due to
finite retry limits.

6.2 Throughput

The throughput S; of a node operating in UP(i) (in bits/sec-
ond) is defined as the number of bits successfully transmit-
ted over the channel in unit time. Mathematically, for a
node operating in UP(i), throughput is defined as the prod-
uct of the average length of the packets transmitted (£) (in
bits), the reliability of the system (R), and the transmission
probability (z;) of the node. S can be defined as:
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Si=LxRx 1, (45)
where, £ denotes the average length of the transmitted
packets (header length + payload) in bits. Substituting
the values of R, and t; from Equations (44) and (42) in
Equation (45), we obtain the expression for S;.

6.3 Average Delay

Delay of a received packet is defined as the time interval
from the time-instant, when for the first time, a packet
moves to the head of the MAC queue and ready to be trans-
mitted, till the I-ACK frame for the transmitted data-packet
is received. However, delay corresponding to a packet
which is dropped due to finite retry limits, is not taken into
consideration. The average delay includes the total time
elapsed while a node decrements its backoff counter value
(until it reaches zero) in each of the backoff stages and the
wait duration for the I-ACK frame. The average delay (D)
can be expressed as,

D=%.,+ Tfr + T acx + 2Tp -+ Tpr + 3pSIFS, (46)
where ®,, denotes the average cumulative delay caused
by the backoff counter decrements over all the previous
backoff stages (for unsuccessful packet transmissions), and
the present backoff stage. T}, T1-ack, T,, and T, denote
the average data-frame transmission time, the I-ACK frame
transmission time, the frame propagation time, and
the average frame processing time, respectively.

6.4 Power Consumption

One of the most important performance parameters is the
average power consumption for the individual body sensor
nodes, as the average lifetime of the WBAN can be esti-
mated by using this parameter. For a sensor node, the In
this work, we calculate the average energy consumption
(E;) for a sensor node is computed as,

Et - (m - 1)©(tu X Eidle + (m)Ls X Etr + E’I‘.’Ii(m X ]D))v (47)

where m denotes the average number of backoff stages
or retransmission required for successful packet delivery
and Ejqc, £y, and E,, denote energy consumption in
idle state, transmitting state, and receiving state of a
node, respectively.

7 PERFORMANCE ANALYSIS

In this section, we analyze the performance of the IEEE
802.15.6 CSMA /CA protocol under saturated traffic regime
for non-ideal channel conditions. Based on the DTMC, we
evaluate the performance in terms of reliability, throughput,
average delay, and power consumption for a body sensor
node. We also compare and contrast the variation of the per-
formance metrics under non-ideal channel conditions
against that under ideal channel conditions [24]. Although,
in Section 6, we have derived the expressions for perfor-
mance metrics through accurate analysis of the model, in a
practical environment, it may be required for a sensor node
to compute internally the values of these parameters as a
part of some optimization problem. Therefore, it is required
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Fig. 4. Reliability versus Payload for different UPs.

to have the simplified forms of these complex non-linear
equations by proper approximation.

In order to approximate the expressions for the perfor-
mance metrics, we first approximate the expression for
boo0,0, as given by Equation (31). Firstly, we consider the
value of B to be considerably small, and, thus, we approxi-
mate it as:

1— ﬂm
L=p
Also, as per the IEEE 802.15.6 standard, the maximum retry

limit for a packet, m = 7. Therefore, considering the small
magnitude of g, the higher order terms are neglected.

~ 1 — B, where g > 0. (48)

7.1 Simulation Settings

The simulations are performed for a WBAN with 10 sensors
and a hub, communicating using the 2.4 GHz ISM band. We
have varied the size of payload from 0 to 255 bytes and mea-
sured the respective values of different performance param-
eters. The performance parameters viz. reliability,
throughput, average delay, and power consumption are
simulated against the frame payload size. The system
parameters [32] used for simulation, are given in Table 2.

7.2 Analysis of Reliability

The variation of reliability with the frame payload for differ-
ent user priorities is shown in Fig. 4. It is noted that with the
increase in the frame payload the reliability of the frame
transmission decreases for all the user priorities. We also
observe that reliability is highest for UP(7), and reliability
for all the user priority decreases along with the decrease of
the user priority. For the constant payload, the reliability of
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a node operating in UP(0) is noted to be lowest, and the
value is observed to increase as the user priority increases
attaining the maximum in case of UP(7). This variation can
be explained from the perspective of the contention window
size. As the minimum and maximum size (as well as the
range) of the contention window gradually increases from
UP(0) to UP(7) (see Table 1), the value of the backoff
counter chosen by a node is probabilistic large in case of
lower user priorities. This increases the probability of
unsuccessful packet delivery, which, in turn, reduces the
reliability of lower UP nodes.

7.3 Analysis of Throughput

The variation of throughput for all the user priorities
against different information data-rates of 971.4 Kbps
(2,360-2,400 MHz), 728.6 Kbps (950-958 MHz), and 607.1
Kbps (950-958 MHz) are shown in Figs. 5 and 6. From both
the figures it is observed that as the user priority increases,
throughput of the node becomes higher. It is concluded that
as the value of CW,,;, decreases with the increase of the
user priority, the delay is minimized, which in turn, results
in transmission of higher number of bit transmission over
the channel in unit time duration. It is also observed that for
any given user priority, throughput increases almost line-
arly with the increase of the data rate. The bandwidth effi-
ciency is found to be maximum for UP(7) which then
decreases gradually till UP(0).

Moreover, comparing Figs. 5 and 6, we observe that for
non-ideal channel conditions, throughput is lower than that
for ideal channel conditions. From the expression for
throughput, we discern the direct proportionality of reliabil-
ity with throughput. Hence, we remark that in IEEE 802.15.6
CSMA /CA protocol, the body-sensors operating in higher
user priorities can transfer the sensed data to the LDPU
more reliably and with higher throughput.

7.4 Analysis of Average Delay

From the expression for delay we observe that it is indepen-
dent of information data-rate. We illustrate the variation of
the expected average delay for both ideal and error-prone
channel conditions in Figs. 7a and 7b. It is observed that as
the frame payload increases, the expected average delay
corresponding to a node increases linearly. Higher frame
payload size corresponds to higher frame transmission
time, which adds to the concerned average delay factor.
Also, we notice that for lower user priorities, i.e., for user
priorities with higher value of CW,,;,,, the expected average
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Fig. 5. Throughput versus Payload for different data rates for ideal channel conditions.
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Fig. 6. Throughput versus Payload for different data rates for non-ideal channel conditions.
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Fig. 7. Average delay versus Payload for different channel conditions.
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Fig. 8. Power consumption versus Payload for different channel conditions.

delay is maximum. As for lower user priority nodes, the size
of the backoff counter value is chosen from a greater range,
the cumulative expected delay caused by all the backoff
counters of different backoff stages is higher than that of a
node of higher user priority.

Comparing the two figures (Figs. 7a and 7b), we descend
to the fact that for any given user priority and frame pay-
load value, the average expected delay for non-ideal chan-
nel conditions is higher than that for ideal channel
conditions. For non-ideal channel conditions, the event of
unsuccessful packet delivery is driven by the BER. Higher
BER associated with the transmission channel corresponds
to higher packet drop probability, which indicates the
packet will have to be re-transmitted in the following (incre-
mented) backoff stage unless the maximum backoff stage
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limit is reached. Due to this reason, the average backoff
stage at which a packet is successfully transmitted for non-
ideal channel conditions has a higher value compared to
that for ideal channel conditions.

7.5 Analysis of Power Consumption

Finally, we vary the frame payload to observe its impact
on the power consumption of the sensor node. As shown
in Figs. 8a and 8b, power consumption is a monotonically
increasing parameter with respect to the frame payload
size. Higher frame payload size corresponds to higher
amount of energy exhausted in transmission of the data-
frame. Also, it is observed that power consumption for is
minimum UP(7), and it increases proportionately with
the value of CW,,, for the different user priorities,
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eventually attaining the maximum at UP(0). As expressed
in Equation (47), power consumption is directly propor-
tional to the average delay in transmission for a node.
Therefore, it comes as a straightforward deduction that as
the average delay is high for lower user priority nodes,
the idle state power consumption for the node increases
which eventually contributes towards a higher value of
power consumption.

Additionally, we also note that for a given user priority
and frame payload length, the power consumption for a
node operating under non-ideal channel characteristics is
higher than that of of a node which operates under ideal
channel conditions. For non-ideal channel conditions, due
to higher BER, the average backoff stage at which successful
transmission of a packet takes place has an expected higher
value than that for an ideal channel. This results in a higher
magnitude of m as expressed in Equation (47), due to which
E has a higher value for non-ideal channel conditions.

Finally, we observe that in all these results the pair-wise
plots for user priorities 0 and 1, 2 and 3, and 4 and 5, respec-
tively, are overlapping to one another in nature. This is a
straightforward impact of the identical pair-wise values of
the CW,,;, which are proposed in the IEEE 802.15.6 stan-
dard. Therefore, it is fair to remark that as the pair-wise
results, as mentioned above, do not vary much in term of
any of the performance metrics, five user priorities would
have been adequate instead of eight. Also, for UP(7), reli-
ability and throughput are noted to maximum, and average
delay and power consumption are observed to be mini-
mum. This illustrates the user priority, which is designated
for emergency and medical event related traffic, is sepa-
rated from the remaining user priorities. From a medical sci-
entific perspective, it is highly important, it stands out as
one of the prime features which distinguishes this wireless
communication standard from the previous ones.

8 CONCLUSION

This work focuses on the design of a DTMC for modeling
the working of the IEEE 802.15.6 CSMA /CA protocol. The
model concerns immediate acknowledgement policy under
non-ideal channel conditions, and saturated network traffic
regime. Unlike the previous related works, we take into con-
sideration the waiting state of a node after the transmission
of a data-packet, and, thus, provide an accurate model of
the standard. Based on this model, we obtain the expres-
sions for the different performance parameters, and analyze
their variation against variede frame payloads. It is con-
cluded, through the analysis, that instead of eight different
user priorities, five would have been sufficient. Also, the
importance of this new wireless communication standard is
realized through comparison of the results of UP(6) and
UP(7) (user priorities for high priority emergency and med-
ical event reporting) against the same of the other non-med-
ical user priorities.

In the future, this work can be extended to analyze the
performance of the IEEE 802.15.6 slotted CSMA /CA pro-
tocol for both ideal and non-ideal channel conditions, sat-
urated and unsaturated traffic regime, and for different
acknowledgement policies. Similar research areas can be
explored for the IEEE 802.15.6 slotted ALOHA protocol.

IEEE TRANSACTIONS ON COMPUTERS, VOL.64, NO.10, OCTOBER 2015

Also, we would like to quantify the transmission delay
and backoff counter frozen duration for the nodes operat-
ing under different user priorities, and analyze its impact
on a WBAN comprising of a high number of component
sensor nodes.
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